
ING Corporate Card Programme 
Corporate Pay
Employee application

This form should be completed by both the Programme Administrator and the employee. If you have not already signed up for the ING 
Corporate Card Programme you will need to complete and return a company application form as well.

1. Company data

To be completed by the ING Corporate Card Programme Administrator.

1a Company name

1b Country of incorporation

1c Surname and initials 

1d Gender

1e  Mobile number  
(incl. country code) 

1f Company account number

2. Employee

2a Surname and initials as they are  
shown on your identity document

2b Full first names as they are shown  
on your identity document

2c Gender

2d Surname and initials as you  
want them to appear on your  
ING Corporate Card

2e Mobile number 
 (incl. country code) 

2f  Landline (incl. country code)

2g  E-mail address, work

2h  Employee number, max. 20  
characters (optional)

2i Date of birth

2j Address

2k  Postal code

2l Town/City

2m Country

2n Statements in

 Male   Female

+ 

Mandatory. The application will not be processed if no mobile phone number is provided.

11 Digit reference number shown on the top of the company statement.

 Male   Female

Maximum 21 characters (including spaces).

+ 

Mandatory. The application will not be processed if no mobile phone number is provided.

+ 

Mandatory. The application will not be processed if no e-mail address is provided. The login 
credentials for the ING Commercial Card portal will be send to this e-mail address. No email 
address from a colleague or a general email address such as info@, admin@, etc.

  dd-mm-yyyy

 Dutch

 English

 French 

 German

 Spanish  

 Italian

Please continue on the next page.50
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3. Card limit and blocking

To be completed by the ING Corporate Card Programme Administrator.

3a Card limit

3b Should this employee be able to
  withdraw cash?

4.   Signature of Programme Administrator

I declare that I established the identity of the Cardholder on the basis of a valid identity document.

4a  Date

4b Town/City 

4c Surname and initials

4d  Signature

5.  Mailing address

ING Corporate Card
PO Box 22005
8900 KA Leeuwarden
The Netherlands
or scan everything and e-mail to corporate.card.backoffice.nl@ing.com

 5.000   7.500   10.000

 Other 

Minimal 1.500 (currency determined by the company in the original ING Corporate Card Programme 
application form).

 Yes

 No

Applicable to both ATM and over the counter.

  dd-mm-yyyy
 

ING Bank N.V. has its registered office at Bijlmerdreef 106, 1102 CT Amsterdam, the Netherlands, commercial register no. 
33031431 in Amsterdam. ING Bank N.V. is registered with De Nederlandsche Bank (DNB) and the Financial Markets Authority 
(AFM) in the Credit Institutions and Financial Institutions Register. ING Bank N.V. is also subject to the supervision of the 
Authority for Consumers & Markets (ACM). For more information regarding the supervision of ING Bank N.V., please contact 
DNB (www.dnb.nl), the AFM (www.afm.nl) or the ACM (www.acm.nl).
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This privacy statement provides information about the 
personal data ING Bank N.V. in the Netherlands (‘ING’) 
processes for its corporate card service delivery. ING 
concludes corporate card programmes with business 
clients. Under these programmes, corporate cards are 
issued to employees (“cardholders”) of business clients. 
Cardholders can pay with their corporate card for business 
expenses they make during the performance of their job.

General
This privacy statement only applies to the processing of personal 
data related to cards that ING issues under its corporate card 
programmes with business clients. It does not deal with cookies 
and similar technologies that the corporate card website and 
app may use to gather personal information on users from their 
computer, smartphone, tablet or other device. The corporate 
card website and app provide their own statement that informs 
on the online gathering of personal data.

Compliance with personal data protection laws
Compliance with data protection laws and regulations ING must 
comply with data protection laws and regulations applicable to 
it. One of the duties data protection laws impose on ING is the 
duty to inform individuals on ING’s processing of their personal 
data. This statement does just that.

In addition, ING must comply with all other data protection 
duties data protection laws and regulations impose on it. This 
means, among others, that ING will only process personal data 
for specific purposes and on the basis of a legal ground for 
legitimate processing of such data. If applicable data protection 
laws require that ING obtains consent of an individual, then 
ING will obtain such consent prior to collecting and using the 
individual’s personal data.

Personal data ING collects and uses
ING collects and uses the following personal data:
• Name, (email) address, date of birth, or phone number 

of cardholders, programme administrators and legal 
representatives of business clients.

• Transaction information per cardholder such as location, 
amount, merchant category code, and information on failed 
and rejected transactions. If agreed with the business client, 
additional transaction details may be collected.

• Information on the spending limit on a card.
• In case of Individual Pay account number and information on 

outstanding payments of cardholders.
• Telephone conversations between programme administrators 

and cardholders on the one hand and the customer helpdesk 
on the other hand. If a law or regulation applicable to the 
cardholder prohibits the recording of telephone conversations, 
then ING will not record such conversations.

Privacy Statement ING Corporate Cards
ING Bank N.V.

Purposes for collecting and using personal data
ING collects and uses personal data for the following purposes:
1.  Performing the corporate card contract and services.
• Personal details of legal representatives, program 

administrators and cardholders are processed to enter into 
and perform the corporate card contract with the business 
client. To enable the client to manage its business expenses, 
ING provides the business client with statements and an online 
tool showing corporate card transactions performed and the 
total amount spent per cardholder.

• ING processes personal details of cardholders and transaction 
information to issue corporate cards to cardholders, 
process payments to merchants, provide cardholders with 
a statement, an online tool and an app detailing their 
transactions. The app informs them on how much they can 
still spend with their card. For Individual Pay ING processes the 
account numbers of cardholders to collect from their accounts 
the amounts spent with their cards or debit their accounts for 
such amounts.

• If a programme administrator or cardholder calls the customer 
helpdesk with a question or request, ING asks for address 
and/or date of birth to verify the identity of the programme 
administrator or cardholder.

2.  Compliance with know-your-customer laws and regulations. 
To comply with anti-money laundering and anti-terrorism 
financing laws and regulations ING screens names and 
transactions of cardholders against predefined screening lists 
globally. Screening of names and transactions is mandatory. 
This is stipulated in various applicable laws and regulations on 
the subject of fighting Financial Economic Crime (FEC) including 
various sanctions regimes which have an extraterritorial reach. 
ING is part of the chain of law enforcement on fighting Financial 
Economic Crime in all its variations, e.g. sanctions and Anti 
Money Laundering.
3.  ING may monitor, record, store and use telephone calls 
to the customer helpdesk, email or other forms of electronic 
communication for the following purposes:
• To prevent, detect and investigate fraud or crime.
• Assessing the quality of its services.
• Training, coaching and assessment of the call center’s 

employees. If a law or regulation applicable to ING prohibits 
the recording of telephone calls, then ING will not record such 
calls. ING may provide records of telephone calls and electronic 
communications to authorities to comply with laws and 
regulations and to its unit in charge of security matters and/
or its employees responsible for monitoring compliance with 
corporate rules and regulations.

No marketing to cardholders
ING does not advertise and market products and services of ING 
or third parties to cardholders.



ING Bank N.V. has its registered office at Bijlmerdreef 106, 
1102 CT Amsterdam, the Netherlands, commercial register 
no. 33031431 in Amsterdam. ING Bank N.V. is registered with 
De Nederlandsche Bank (DNB) and the Financial Markets 
Authority (AFM) in the Credit Institutions and Financial 
Institutions Register. ING Bank N.V. is also subject to the 
supervision of the Authority for Consumers & Markets 
(ACM). For more information regarding the supervision of 
ING Bank N.V., please contact DNB (www.dnb.nl), the AFM 
(www.afm.nl) or the ACM (www.acm.nl).

Transfer of personal data to third parties
To perform its corporate card services ING makes use of 
several service providers. The service providers are located 
in the European Union. ING only transfers personal data to 
these service providers to the extent they need it to perform 
their services, for example, transaction data is transferred to 
Mastercard Europe S.A who stores the personal data for ING to 
support optional product features which can be provided directly 
upon request. Some of the service providers have a parent 
company in the United States. This means that ING may transfer 
personal data to the United States. However, ING takes care that 
transfers to the United States comply with the requirements of 
data protection laws and regulations applicable to it. All service 
providers are data processor of ING, except for Mastercard Europe 
S.A. who acts as a data controller in processing card payments 
for ING.

Storage period
ING retains personal data only:
• For the period required to serve the purposes for which the 

personal data are collected and used.
• To the extent reasonably necessary to comply with an 

applicable legal requirement.
• As advisable in light of an applicable statute of limitations.

Security
ING has implemented appropriate, and commercially reasonable, 
technical, physical and organisational measures to protect 
personal data against accidental or unlawful destruction or 
accidental loss, alteration, unauthorised disclosure or access 
and all other unlawful forms of processing. To achieve this, ING 
has implemented technology risk standards and other relevant 
policies and processes on the security of personal data.

Right of access
To request an overview or to file a complaint on ING’s personal 
data processing you need to send a letter, accompanied by a 
photocopy of a valid identity card, to:
ING afdeling Klant Events/WBP
Antwoordnummer 40060
8900 SB Leeuwarden
The Netherlands

Modification of privacy statement
ING keeps its privacy statement under regular review. Please 
check this statement from time to time for any changes. This 
privacy statement was last updated on 1st May 2018.
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When you use your Card, you must take all conceivable 
measures for the secure use of and the safekeeping of your Card 
and PIN. ING has the right to revise these security regulations 
with immediate effect without prior notification. Where a 
reference is made to “others” or “someone else”, then this 
also refers to partners, children, relatives, friends, housemates, 
visitors and colleagues in additions to third parties. ING 
employees will never ask you to provide your PIN.

1.  Safekeeping
1.1  You must always ensure that your Card is stored safely:
• Store your Card in such a manner that others cannot see it or 

obtain unnoticed access to your Card;
• Ensure that others do not see your Card and the place where it 

is stored (for example, a purse or a wallet) when it is not used; 
and

• Do not lose your Card.
1.2  You must always ensure that your PIN is stored safely:
• Destroy the letter in which the PIN is specified immediately 

after reading;
• Do not write down the PIN, commit the PIN to memory;
• If you are unable to remember the PIN, you can make a note. 

However, you must ensure that others are unable to decode 
the note;

• Do not store the note on or with the Card; and
• Keep the PIN confidential. Do not show the PIN to others and 

do not tell it to others.

2.  Safe and Secure Use
2.1  You must always use your Card in a safe and secure manner:
• Never give your Card to anyone else, also not when another 

person offers assistance. This is only allowed when you make 
use of your Card at a payment terminal or automated teller 
machine and your Card remains within your view;

• Do not lose view of your Card until you have stored it again safely;
• After use, always check whether your own Card has been 

returned;
• If instructions are specified on a payment terminal or ATM 

with which you can verify the safety of the machine, you must 
follow these instructions carefully;

• Contact ING immediately if your Card is not returned after a 
payment has been made or cash has been withdrawn;

• You may not make use of the Card if you suspect or know that, 
in a specific situation, this is or can be unsafe; and

• You must ensure that you are not distracted when you make 
use of your Card.

2.2  You must always use your PIN in a safe and secure manner:
• Make sure that others cannot see your PIN when you enter it, 

for example, at an ATM or payment terminal;
• When entering the PIN use your free hand and body to 

obstruct the keyboard from view as far as possible; and
• You may not allow yourself to be helped by others when you 

enter your PIN.

ING Corporate Card
Security Regulations for cardholders

3.  Checking
You must regularly check the safety of your Card and the use of 
the Card:
• Check at least once a day whether your Card is still in your 

possession; and
• Check debit and credit entries through the ING Commercial 

Card portal and/ or on your periodic statement.
• If you detect any error or omission regarding debit and credit 

entries, you must report it immediately to ING and take all 
reasonable steps to prevent (further) loss.

• If you do not agree with a specific payment transaction shown 
on your periodic statement, you must report this immediately 
to ING, stating the reasons.

4.  Blocking
If you have a good reason to assume that the safety of your Card 
or PIN is no longer assured, you must notify ING immediately 
and follow all instructions given by ING. If you still have the Card 
in your possession, you may not continue to use it. Notification 
of ING must take place immediately, in any case, in the following 
situations:
• You have lost your Card or your Card has been stolen;
• You do not know where your Card is;
• Your Card has not been returned to you after you have made a 

payment or a cash withdrawal;
• You notice, for example on your periodic statement or through 

the ING Commercial Card portal that payments have been 
made with your Card that you have not made yourself; and

• You know or suspect that someone else knows or has seen 
your PIN.

5.  Reporting theft or unauthorized use
• You must report theft or loss of your Card immediately to the 

local police where the incident occurred, unless instructed 
otherwise by ING.

• After reporting loss to the local police you must immediately 
send the ING written confirmation of the report, stating the 
date, time and location of the report.

6.  Further instructions
ING is entitled directly or indirectly to issue instructions on the 
use of your Card and/or PIN which you must obey.
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